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Nuclear Regulatory Commission § 76.87 

§ 76.87 Technical safety requirements. 
(a) The Corporation shall establish 

technical safety requirements. In es-
tablishing the requirements, the Cor-
poration shall consider the analyses 
and results of the safety analysis re-
port submitted pursuant to § 76.35. 

(b) The format for the technical safe-
ty requirements must be appropriate 
for each individual requirement. 

(c) Appropriate references to estab-
lished procedures and/or equipment to 
address each of the following safety 
topics must be included in technical 
safety requirements: 

(1) Effects of natural phenomena; 
(2) Building and process ventilation 

and offgas; 
(3) Criticality prevention; 
(4) Fire prevention; 
(5) Radiation protection; 
(6) Radioactive waste management; 
(7) Maintenance; 
(8) Environmental protection; 
(9) Packaging and transporting nu-

clear materials; 
(10) Accident analysis; 
(11) Chemical safety; 
(12) Sharing of facilities, structures, 

systems and components; 
(13) Utilities essential to radiological 

safety; and 
(14) Operations. 
(d) Technical safety requirements 

must include items in the following 
categories: 

(1) Safety limits. (i) If any safety limit 
is exceeded, corrective action must be 
taken as stated in the response proce-
dures associated with the technical 
safety requirements or the affected 
part of the process must be shut down 
unless this action would increase the 
risk to the health and safety of the 
public or plant personnel. 

(ii) If any safety limit is exceeded, 
the Corporation shall notify the Com-
mission if required by § 76.120, review 
the matter, and record the results of 
the review, including the cause of the 
condition and the basis for corrective 
action taken to preclude recurrence. 

(iii) The Corporation shall retain the 
record of the results of each review 
until the Commission no longer has 
certification authority. 

(2) Limiting control settings. (i) Where 
a limiting control setting is specified 
for a variable on which a safety limit 

has been placed, the setting must be so 
chosen that protective action, either 
automatic or manual, will correct the 
abnormal situation before a safety 
limit is exceeded. If, during operation, 
the automatic alarm or protective de-
vices do not function as required, ap-
propriate action must be taken to 
maintain the variables within the lim-
iting control-setting values and to re-
pair promptly the automatic devices or 
to shut down the affected part of the 
process. 

(ii) If, during operation, an auto-
matic alarm or protective device does 
not function as required, the Corpora-
tion shall notify the Commission if re-
quired by 76.120, review the matter, and 
record the results of the review, includ-
ing the cause of the condition and the 
basis for corrective action taken to 
preclude recurrence. 

(iii) The Corporation shall retain the 
record of the results of each review 
until the Commission no longer has 
certification authority. 

(3) Limiting conditions for operation. 
When a limiting condition for oper-
ation of any process step in the system 
is not met, the Corporation shall shut 
down that part of the operation or fol-
low any remedial action permitted by 
the technical safety requirements until 
the condition can be met. 

(i) If a limiting condition for oper-
ation of any process step in the system 
is not met, the Corporation shall notify 
the Commission if required by § 76.120, 
review the matter, and record the re-
sults of the review, including the cause 
of the condition and the basis for cor-
rective action taken to preclude recur-
rence. 

(ii) The Corporation shall retain the 
record of the results of each review 
until the Commission no longer has 
certification authority. 

(4) Design features. Design features to 
be included are those systems, compo-
nents, or structures of the plant which, 
if altered or modified, would have a 
significant effect on safety and are not 
covered in categories described in para-
graphs (d) (1), (2), and (3) of this sec-
tion. 

(5) Surveillance requirement. 
(6) Administrative controls. 
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